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ABSTRACT

Security has been a central theme and axis on the public agenda of countries. It is a phenomenon that the 
literature has approached from the perspective of the media and the perception of political and social actors, 
as well as public and private sectors around a common future of security, although new proposals refer to the 
observation of the asymmetries between the parties involved.
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Introduction 
The concept of public security and efforts to maintain it have 

a long history that spans centuries and is intertwined with the 
development of organized societies and governments. The history of 
public security:

Ancient Civilizations

The earliest forms of public security can be traced back to 
ancient civilizations, such as Mesopotamia, Egypt, and China (Huang 
[1]). These societies had rudimentary law enforcement systems to 
maintain order and protect their populations.

Roman Empire

The Romans established one of the most advanced legal and law 
enforcement systems in ancient history (Leung [2]). They had a well-
organized police force called the «Cohortes Urbanae» responsible for 
maintaining order in the city of Rome.

Medieval and Feudal Periods

During the Middle Ages, public security was often the  

 
responsibility of local lords and their feudal systems (Balapour [3]). 
These feudal lords had their own guards and enforcers to protect 
their lands and maintain order.

Early Modern Period

With the rise of centralized monarchies in Europe, the concept of 
public security evolved (Meskaran [4]). Professional law enforcement 
agencies, such as the English Bow Street Runners and the French 
«Maréchaussée» (the predecessor of the Gendarmerie), were 
established to enforce laws and protect the public.

Industrial Revolution

The rapid urbanization and industrialization of the 18th and 
19th centuries led to increased crime rates and the need for more 
organized law enforcement (Van [5]). Police forces expanded in 
response to these challenges.

Modern Period

In the 20th century, public security agencies continued to evolve 
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and adapt to changing societal needs (Evans [6]). The concept of 
homeland security emerged, particularly in response to global 
conflicts and the threat of terrorism. The creation of agencies like 
the U.S. Department of Homeland Security in the early 21st century 
exemplifies this trend.

Technological Advances

Advances in technology, such as the development of forensic 
science, surveillance technologies, and communication systems, have 
played a significant role in enhancing public security efforts (Greco 
[7]).

Globalization

In a globalized world, public security has become an international 
concern. Nations collaborate on issues like counterterrorism, border 
security, and cybercrime to address threats that transcend national 
borders (Gaufman [8]).

Human Rights and Civil Liberties

Alongside efforts to enhance public security, there has been 
an ongoing debate about the balance between security and 
individual rights and freedoms (Chen [9]). This debate has led to 
the development of legal frameworks and oversight mechanisms to 
protect civil liberties.

Contemporary Challenges

Public security efforts today encompass a wide range of 
challenges, including cybersecurity, counterterrorism, disaster 
preparedness, and response to global health crises (as demonstrated 
by the COVID-19 pandemic) (Coppola [10]). The history of public 
security is marked by a continual adaptation to changing societal 
needs, technological advancements, and evolving threats (Gull, et al. 
[11]). It reflects the complex relationship between governments, law 
enforcement agencies, and the populations they serve in the quest to 
maintain public safety and order. Overview of some key theories and 
concepts related to public security and security studies in general.

Security Studies

Security studies is an interdisciplinary field that examines the 
theory and practice of security (Khattak, et al. [12]). It encompasses 
various subfields, including international security, national security, 
and public security. Scholars in this field analyze the causes of 
conflicts, threats to security, and strategies for maintaining peace and 
stability.

Realism

Realism is a prominent theory in international relations and 
security studies. It asserts that states primarily seek to maximize 
their own security and power (Baraković, et al. [13]). In the context 
of public security, realists would argue that governments prioritize 
protecting their interests, often through military strength and 
deterrence.

Liberalism

Liberalism, in contrast to realism, emphasizes cooperation, 
international institutions, and the rule of law (Halaweh [14]). Liberals 
argue that security can be achieved through diplomacy, trade, and 
international organizations. In the context of public security, liberals 
might advocate for collaboration and conflict resolution through 
peaceful means.

Constructivism

Constructivist theory emphasizes the role of ideas, norms, and 
identities in shaping security dynamics (Kříž [15]). It suggests that 
security threats are socially constructed, and changing perceptions 
and identities can lead to shifts in security practices. For public 
security, this theory might focus on how societal values and norms 
influence security policies and priorities.

Human Security

Human security theory places the well-being and safety of 
individuals at the center of security concerns, rather than solely 
focusing on state security (Nemec Zlatolas, et al. [16]). It encompasses 
issues such as poverty, health, environmental sustainability, and 
human rights. In the context of public security, human security 
emphasizes the protection of people from various threats, both 
traditional and non-traditional.

Critical Security Studies

Critical security studies challenge traditional approaches to 
security (Kamoun [17]). These theories argue that security is not 
solely about protecting against external threats but also about power 
dynamics, inequality, and the securitization of certain issues. In 
the realm of public security, critical theorists might scrutinize how 
certain policies are framed as security concerns and the implications 
of such framing.

Risk and Resilience

This perspective focuses on identifying and managing risks 
rather than traditional security threats (Furnell [18]). It emphasizes 
adaptability and preparedness to withstand various challenges, 
including natural disasters, pandemics, and economic crises. Public 
security in this context involves enhancing resilience and reducing 
vulnerabilities.

Multi-Dimensional Security

This concept recognizes that security is not a one-dimensional 
issue but involves various dimensions, including political, economic, 
environmental, and social (Huang, et al. [19]). Public security efforts 
need to address these multifaceted aspects to ensure the well-being 
and safety of the public. While these are some of the key theories 
and perspectives related to security, it’s essential to note that the 
application of these theories to public security can vary depending 
on the specific context, whether at the local, national, or international 
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level (Hossain [20]). Public security policies and strategies often 
incorporate elements from multiple theories to address the diverse 
and evolving challenges faced by societies. Public security is a 
multidimensional concept that encompasses various dimensions or 
aspects, as it involves safeguarding the safety, well-being, and rights 
of individuals and communities within a society. These dimensions 
of public security are interconnected and often overlap. Some key 
dimensions of public security:

Physical Security: This dimension involves protecting 
individuals and property from physical harm, violence, and criminal 
activities (Kumar [21]). It encompasses efforts to prevent and 
respond to crimes, including law enforcement, emergency services, 
and measures to ensure personal safety.

Economic Security: Economic security focuses on maintaining 
economic stability and prosperity within a society (Laredo [22]). It 
includes policies and measures aimed at preventing economic crises, 
promoting employment, and reducing poverty and inequality.

Social Security: Social security addresses the well-being of 
individuals and communities by providing access to healthcare, 
education, social services, and a social safety net (Stanciu [23]). It 
aims to ensure that people have the means to lead fulfilling lives and 
participate in society.

Health Security: Health security involves protecting public 
health and well-being. It includes measures to prevent and control the 
spread of diseases, ensure access to healthcare services, and respond 
to health emergencies, such as pandemics (Flores Gamboa, et al. [24]).

Environmental Security: Environmental security focuses on 
safeguarding the environment and natural resources to ensure 
the sustainability of ecosystems and mitigate the impacts of 
environmental disasters and climate change (Halaweh [25]).

Cybersecurity: In the digital age, cybersecurity is essential 
for public security (Chang [26]). It involves protecting critical 
infrastructure, data, and information systems from cyber threats, 
hacking, and online crimes.

National Security: National security encompasses measures 
to protect a country’s sovereignty, territorial integrity, and interests 
from external threats, such as military aggression and terrorism. It 
includes defense, intelligence, and diplomacy (Budai [27]).

Cultural Security: Cultural security relates to the preservation 
and promotion of cultural heritage, languages, and identities within a 
society (Kim, et al. [28]). It seeks to protect against cultural erosion, 
discrimination, and threats to cultural diversity.

Political Security: Political security involves ensuring the 
stability of political institutions, democratic processes, and the rule of 
law (Joewono [29]). It includes measures to prevent political violence, 
coup attempts, and other threats to the political system.

Community Security: Community security emphasizes building 

safe and cohesive communities (Suh [30]). It involves community 
policing, crime prevention, and social programs that strengthen 
community bonds and reduce crime.

Food Security: Food security is about ensuring access to safe 
and nutritious food for all members of society. It addresses issues of 
hunger, malnutrition, and food supply chain resilience (Dewi [31]).

Energy Security: Energy security involves guaranteeing a 
reliable and sustainable energy supply for a society (Chellappa 
[32]). It includes efforts to diversify energy sources, enhance energy 
efficiency, and reduce dependence on volatile energy markets. These 
dimensions of public security are interrelated, and effective security 
policies often require a holistic approach that takes into account 
multiple aspects (Salisbury, et al. [33]). The specific priorities and 
challenges related to public security can vary from one region or 
country to another and may change over time in response to evolving 
threats and societal needs. Measuring public security can be a 
complex and multifaceted process, as it involves assessing various 
dimensions of safety and well-being within a society. While there is 
no single metric that can comprehensively capture public security, 
several methods and indicators are commonly used to gauge and 
evaluate different aspects of public security. Some key approaches to 
measuring public security:

a.	 Crime Rates: Monitoring crime rates, including violent 
crimes (e.g., homicides, assaults) and property crimes (e.g., 
burglaries, thefts), is a fundamental way to assess public security 
(Varga [34]). Law enforcement agencies and government 
organizations typically collect and report crime data, allowing for 
the comparison of crime levels over time and across regions.

b.	 Victimization Surveys: Surveys and interviews with the 
public can provide insights into people’s perceptions of safety, 
their experiences with crime, and their attitudes toward law 
enforcement and the justice system (Zhang [35]). Victimization 
surveys help capture underreported crimes and individuals’ 
feelings of security.

c.	 Emergency Response and Preparedness: Evaluating 
the efficiency and effectiveness of emergency response systems 
is critical for public security (Mojica, et al. [36]). This includes 
assessing response times, coordination among agencies, and the 
availability of resources during disasters and crises.

d.	 Public Health Indicators: Health-related data, such as 
mortality rates, morbidity rates, and disease outbreaks, can 
reflect aspects of public security, especially in the context of 
health emergencies like pandemics (McFadzean [37]).

e.	 Environmental Data: Monitoring environmental factors, 
such as air and water quality, natural disaster occurrence and 
impacts, and climate change indicators, is crucial for assessing 
environmental security and its impact on public safety 
(Strohmeier, et al. [38]).

https://dx.doi.org/10.26717/BJSTR.2023.54.008527


Copyright@ :  Cruz García-Lirios | Biomed J Sci & Tech Res |   BJSTR.MS.ID.008527.

Volume 54- Issue 2 DOI: 10.26717/BJSTR.2023.54.008527

45743

f.	 Economic Indicators: Economic security can be measured 
using indicators like employment rates, poverty levels, income 
distribution, and economic stability (Aarika, et al. [39]). A stable 
and prosperous economy often correlates with a higher sense of 
security among the population.

g.	 Infrastructure Resilience: Assessing the resilience of 
critical infrastructure, including transportation networks, power 
grids, and communication systems, is vital for public security. 
Infrastructure failures can disrupt daily life and pose safety risks 
(Palczewska [40]).

h.	 Cybersecurity Metrics: For assessing cybersecurity, 
metrics include the number and severity of cyberattacks, data 
breaches, and the effectiveness of cybersecurity measures in 
protecting critical systems and data (Čižik [41]).

i.	 Social and Demographic Data: Analyzing social and 
demographic trends, such as population growth, urbanization, 
and migration patterns, can help identify potential security 
challenges related to population dynamics (Srinivasan [42]).

j.	 Political Stability: Indicators related to political stability, 
such as political violence, demonstrations, and changes in 
government leadership, are important for evaluating public 
security in terms of political stability and governance (Zakaria 
[43]).

k.	 Community Engagement: Measuring the level of 
community engagement and trust in public institutions, including 
the police and local government, can provide insights into social 
cohesion and the effectiveness of community-oriented public 
security strategies (Adams, et al. [44]).

l.	 Global Indices: Various organizations, such as the Global 
Peace Index and the Global Terrorism Index, compile indices that 
rank countries based on their overall levels of peace and security 
(Molnár [45]). These indices consider multiple factors to provide 
a comparative assessment. It’s important to note that measuring 
public security is not a one-size-fits-all endeavor (Shin [46]). 
The choice of metrics and methods should align with the specific 
context and goals of the assessment. Comprehensive security 
assessments often require a combination of quantitative data, 
qualitative information, and the input of experts and stakeholders 
to provide a more holistic understanding of public security. 
Additionally, ongoing monitoring and analysis are essential to 
track changes in security conditions and the effectiveness of 
security policies and interventions.

Research Highlights
Highlight 1

The structure of the perception of security is multidimensional in 
the Covid-19 era (Juarez, et al. [47]).

Highlight 2

The literature review shows seven predominant factors related 
to: territory, nation, public, citizen, human, private and internet user 
(Molina, et al. [48]).

Highlight 3

The modeling of the perception of security can be done from 7 
factors and 28 indicators (Aldana, et al. [49]).

Research Objectives

The objective of this work is to model the determinants of the 
perception of security, considering the mitigation and containment 
policies of the pandemic, mainly the confinement and social distancing 
strategies.

Methodology
A documentary, cross-sectional and retrospective study was 

carried out with a sample of 100 references searched in international 
repositories: Ebsco, Scilit and Scopus, considering the keywords 
«risk», «security» and «Covid-19». Expert judges in the themes scored 
selected excerpts in three rounds, assigning them -1 for the safety 
category and +1 for the insecurity category. The data were processed 
in SPSS version 20, considering normal distribution, contingencies 
and probability proportions (Garcia [50,51]). The Public Security 
Scale was used, which includes 30 items referring to governance, 
identity, trust, transparency, reputation, isomorphism and image. 
Each item includes five response options ranging from 0 = «not at all 
likely» to 5 = «quite likely.» Reliability reached the minimum essential 
values of 0.60 for omega and alpha (0.768 and 0.789 respectively). 
the adequacy reached values between 0.341 and 0.760 as well 
as sphericity with the Barttlet test of [X2 = 2279.233 (435 df) p < 
0.001]. Validity ranged between 0.417 and 0.994). Respondents were 
selected considering their participation in the system of professional 
practices and social service in local public security institutions. The 
confidentiality and anonymity of their responses was guaranteed in 
writing, with prior informed consent regarding the objectives and 
those responsible for the study, as well as non-remuneration for their 
responses. They were organized into focus groups to discuss the 
meaning of the variables.

They were organized using the Delphi technique in three 
rounds in order to evaluate the contents of the scale. The surveys 
were administered in the classrooms of the public university. The 
information was captured in Excel and processed in JASP version 14. 
The parameters of reliability, adequacy, sphericity, validity, correlation, 
adjustment and residual were estimated. Values close to unity were 
considered as evidence of failure to support the hypothesis.

Results
A robust structure of relationships was established between the 

factors and indicators related to public security and in relation to 
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the effect of the media framing on news related to the problem. This 
model showed that seven psychological factors prevail with respect 
to 30 indicators that measure the multidimensionality of security 
(Table 1). The first factor related to governance explained the highest 
percentage of variance (0.076), followed by the dimension of identity 
(o.o66), trust (0.055), transparency (0.049), reputation (0.040), 
isomorphism (0.030) and image (0.031) (Table 2). The governance 
factor was associated with reputation (0.213), identity with trust 

(0.408), transparency with reputation (0.184), reputation with 
identity (0.374), isomorphism with reputation (0.295), and image 
with reputation (0.159) (Table 3). The adjustment values [X2 = 
461.876 (246 df) p < 0.001; TLI = 0.789; RMSEA = 0.057] suggest the 
rejection of the null hypothesis related to the significant differences 
between the theoretical structure of security reported in the literature 
with respect to the observations made in the present work.

Table 1: Factor loadings.

Factor 1 Factor 2 Factor 3 Factor 4 Factor 5 Factor 6 Factor 7 Uniqueness

r1 0.743 0.476

r2 0.915 0.134

r3 0.959

r4 0.855

r5 0.75

r6 0.518 0.62

r7 0.468 0.766

r8 0.75

r9 0.443 0.769

r10 0.417 0.805

r11 0.496 0.72

r12 0.75

r13 0.746

r14 0.561 0.682

r15 0.717 0.52

r16 0.955

r17 0.412 0.839

r18 1.04 0.025

r19 0.907

r20 0.411 0.699

r21 0.753

r22 0.539 0.68

r23 0.994 -0.008

r24 0.866 0.22

r25 0.944

r26 0.712 0.526

r27 0.613 0.681

r28 0.908

r29 -0.529 0.701

r30 0.715 0.456

Note: Applied rotation method is promax.
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Table 2: Factor Characteristics.

SumSq. Loadings Proportion var. Cumulative

Factor 1 2.284 0.076 0.076

Factor 2 1.972 0.066 0.142

Factor 3 1.639 0.055 0.196

Factor 4 1.476 0.049 0.246

Factor 5 1.202 0.04 0.286

Factor 6 0.912 0.03 0.316

Factor 7 0.93 0.031 0.347

Table 3: Factor Correlations.

Factor 1 Factor 2 Factor 3 Factor 4 Factor 5 Factor 6 Factor 7

Factor 1 Factor 2 -0.091 -0.038 0.107 0.213 0.06 0.103

Factor 2 Factor 3 1 0.408 0.075 0.374 -0.085 0.048

Factor 3 Factor 4 0.408 1 0.135 0.116 -0.15 -0.112

Factor 4 Factor 5 0.075 0.135 1 0.184 -0.147 0.034

Factor 5 Factor 6 0.374 0.116 0.184 1 0.295 0.159

Factor 6 Factor 7 -0.085 -0.15 -0.147 0.295 1 0.058

Factor 7 0.103 0.048 -0.112 0.034 0.159 0.058 1

Findings
The robustness of a model of reflective relationships that make 

up a security structure from the subjectivity of the interested parties 
was demonstrated, as well as the validity of the instrument in order 
to be able to compare the results of the study in other scenarios and 
analysis samples.
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